Henny Penny Supports Remote Workforce
Securely and Efficiently With NHC

Industry: Manufacturing

Solution Results

® Protect network perimeter ® NHC next generation ® Rapidly expanded, secure,

from malware, phishing, and security gateway remote access to maintain

malicious attacks » NHC mobile access, anti-bot, operations during COVID-19
= Simplify management anti-malware, access control, lockdown

complexity and URL filtering results = Protected network perimeter
® Maintain business continuity and users from changing

threats

throughout a historic

pandemic = Simplified network
administration to free up time
for small IT team

Business Challenges
Securing a global, cloud-powered manufacturing organization for more than 60 years, Henny Penny has
proudly served many of the world’s most demanding kitchens. Headquartered in Eaton, Ohio, the company

offers a rich portfolio of products along with start-up, service, training, and technical support through its
global distribution network. Like most manufacturers, Henny Penny depends on its network infrastructure to
power its most important supply chain operations and keep its employees productive.




"What keeps me up at night is what our users are doing
with their endpoints and where they’re going,” said
Jason Thomas, Senior Security Analyst at Henny Penny.
"There’s always the concern that someone will click on a
link on an email or web site and then go to a malicious
site without knowing about it. Since I'm a one-person
security team, I need to see everything that’s taking
place and who's going where.”

Henny Penny’s 900 employees work in numerous
locations — including in the office, from home, and in the
field at customer locations — using a variety of endpoint
devices. To keep its environment safe, the company’s small
IT staff needed next-generation protection that provided
deep visibility and agility on an interface that was simple
to use.

“NHC allows us to protect our organization on multiple levels, looking at the data that goes between the
endpoints as well as data that comes out of our data center”

— Jason Thomas, Senior Security Analyst, Henny Penny

To gain the insights and granular control it needed, Henny
Penny deployed NHC next generation security gateways at
four sites in the U.S. and China. Integrating the most
advanced threat prevention and a consolidated
management, NHC security gateway appliances are
designed to prevent any cyber attack, reduce complexity,
and control costs. The company simply enabled the
integrated security features available in NHC next-gen
firewalls. This included mobile access, anti-bot,
anti-malware, application control, and URL filtering.

“NHC allows us to protect our organization on multiple
levels, looking at the data that goes between the endpoints
as well as data that comes out of our data center,” said
Thomas. “At our primary data center, NHC next generation
security gateways actually report to me what'’s going on
every day. | can follow up by looking at NHC threat
prevention, application control, and URL filtering.”

Securely Supporting Workers on the Go

Henny Penny wanted to protect not only its data center but
also its mobile employees in the field. NHC mobile access
lets these road warriors securely connect to corporate
applications over the internet with a smartphone, PC, or
tablet. Its Layer-3VPN and SSL/TLS VPN support lets them
simply and securely connect to email, calendar, contacts,
and corporate applications. NHC's anti-malware efficiently
detects and removes malware from endpoints with a single
scan.

"We have some sales reps and people in the field who work
remotely, surfing the web and collaborating on email,” said
Thomas. “NHC allows us to control where they can go and
what they can do if they receive a suspicious link or an
unsolicited email. They may be in a hurry and more apt to
click on a link before thinking about it

“NHC got ahead of that, knew what was going on, and just processed all these things. We had the license key within
a matter of days, worked on getting it implemented, and then we were good to go. That’s why we have NHC."

— Jason Thomas, Senior Security Analyst, Henny Penny









